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บริษัท ศักดิ์สยามลิสซิ่ง จ ากัด (มหาชน) 
นโยบายการคุ้มครองข้อมูลส่วนบุคคล 

บริษัท ศักดิ์สยามลิสซิ่ง จ ากัด (มหาชน) และบริษัทย่อย (“บริษัท”) ให้ความส าคัญและตระหนักถึงการรักษาความ
ปลอดภัยของข้อมูลส่วนบุคคล ทั้งนี้ ตามพระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562 รวมถึงฉบับแก้ไขเพิ่มเติม (“พ.ร.บ.
คุ้มครองข้อมูลส่วนบุคคล”) บริษัทจึงได้ก าหนดนโยบายการคุ้มครองข้อมูลส่วนบุคคลขึ้น ดังต่อไปนี้ 

1. ค านิยาม 

“ข้อมูลส่วนบุคคล” หมายถึง ข้อมูลเกี่ยวกับบุคคลซึ่งท าให้สามารถระบุตัวบุคคลนั้นได้ ไม่ว่าทางตรงหรือทางอ้อม แต่ไม่
รวมถึงข้อมูลของผู้ถึงแกก่รรมโดยเฉพาะ ท้ังนี้ ตาม พ.ร.บ.คุ้มครองข้อมูลส่วนบุคคล 

“เจ้าของข้อมูลส่วนบุคคล” หมายถึง ตัวบุคคลที่เป็นเจ้าของข้อมูลส่วนบุคคลนั้น โดยเจ้าของข้อมูลส่วนบุคคลนี้จะ
หมายถึงบุคคลธรรมดาเท่านั้น และไม่รวมถึง “นิติบุคคล” ที่จัดตั้งข้ึนตามกฎหมาย 

“ผู้ควบคุมข้อมูลส่วนบุคคล” หมายถึง บุคคลหรือนิติบุคคลซึ่งมีอ านาจหน้าท่ีตัดสินใจเกี่ยวกับการเก็บรวบรวม ใช้ หรือ
เปิดเผยข้อมูลส่วนบุคคล 

“ผู้ประมวลผลข้อมูลส่วนบุคคล” หมายถึง บุคคลหรือนิติบุคคลซึ่งด าเนินการเกี่ยวกับการเก็บรวบรวม ใช้ หรือเปิดเผย
ข้อมูลส่วนบุคคลตามค าสั่งหรือในนามของผู้ควบคุมข้อมูลส่วนบุคคล ทั้งนี้ บุคคลหรือนิติบุคคลซึ่งด าเนินการดังกล่าวไม่เป็นผู้
ควบคุมข้อมูลส่วนบุคคล 

2. วัตถุประสงค์ในการรวบรวม จัดเก็บ ใช้ ข้อมูลส่วนบุคคล 

บริษัทจะรวบรวม จัดเก็บ ใช้ ข้อมูลส่วนบุคคล เพื่อประโยชน์ในการให้บริการ การวิจัยตลาด การจัดกิจกรรมส่งเสริมการ
ขาย หรือเพื่อประโยชน์ในการจัดท าฐานข้อมูลและใช้ข้อมูลเพื่อเสนอสิทธิประโยชน์ตามความสนใจ หรือเพื่อป ระโยชน์ในการ
วิเคราะห์และน าเสนอบริการหรือผลิตภัณฑ์ใด ๆ ของบริษัท และ/หรือบุคคลเป็นตัวแทน หรือมีความเกี่ยวข้องกับบริษัท และ/หรือ
ของบุคคลอื่น และเพื่อวัตถุประสงค์อื่นใดที่ไม่ต้องห้ามตามกฎหมาย และ/หรือเพื่อปฏิบัติตามกฎหมายหรือกฎระเบียบที่ใช้บังคับ
กับบริษัท รวมถึงการส่ง โอน และ/หรือเปิดเผยข้อมูลส่วนบุคคลให้แก่บริษัทย่อย ผู้ให้บริการภายนอก ผู้ประมวลผลข้อมูล ผู้รับโอน
สิทธิ หรือหน่วยงานใด ๆ ที่มีสัญญาอยู่กับบริษัท และบริษัทจะจัดเก็บรักษาข้อมูลดังกล่าวไว้ตามระยะเวลาเท่าที่จ าเป็นส าหรับ
วัตถุประสงค์เหล่านั้นเท่านั้น ทั้งนี้ การด าเนินการดังกล่าวจะต้องอยู่ภายใต้ พ.ร.บ.คุ้มครองข้อมูลส่วนบุคคล หากภายหลังมีการ
เปลี่ยนแปลงวัตถุประสงค์ในการเก็บรวบรวมข้อมูลส่วนบุคคล บริษัทจะแจ้งให้เจ้าของข้อมูลส่วนบุคคลทราบ 

3. แหล่งที่มาของข้อมูลส่วนบุคคล 

 ในการปฏิบัติงานตามภารกิจและวัตถุประสงค์ในการด าเนินงาน บริษัทจะใช้การเก็บรวบรวมข้อมูลจากเจ้าของข้อมูล
โดยตรง การมอบอ านาจให้ด าเนินการแทนเจ้าของข้อมูลสามารถด าเนินการได้ แต่ผู้รับมอบอ านาจจะต้องแสดงหลักฐานของการ
มอบอ านาจอย่างถูกต้องและครบถ้วน ทั้งนี้ บริษัทไม่ได้มีการเก็บรวบรวมข้อมูลส่วนบุคคลของเจ้าของข้อมูลจากแหล่งอ่ืน ๆ 
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4. การให้ความยินยอม และ/หรือเปิดเผยข้อมูลส่วนบุคคล 

 ในการเก็บรวบรวม ใช้ หรือเปิดเผยข้อมูลส่วนบุคคล บริษัทจะด าเนินการขอความยินยอมจากเจ้าของข้อมูลส่วนบุคคล
ก่อนทุกครั้ง เว้นแต่เป็นกรณียกเว้นตามที่ พ.ร.บ.คุ้มครองข้อมูลส่วนบุคคลก าหนด หรือกฎหมายอื่นใดที่เกี่ยวข้องและใช้บังคับ โดย
การขอความยินยอมจะจัดท าโดยชัดแจ้ง กล่าวคือ ท าเป็นหนังสือ หรือท าโดยผ่านระบบอิเล็กทรอนิกส์ (เว้นแต่โดยสภาพไม่อาจขอ
ความยินยอมด้วยวิธีดังกล่าวได้) ทั้งนี้ บริษัทจะแจ้งวัตถุประสงค์ของการเก็บรวบรวม ใช้ หรือเปิดเผยข้อมูลสว่นบุคคลพร้อมกับการ
ขอความยินยอมดังกล่าวด้วย และบริษัทจะไม่ก าหนดเง่ือนไขในการให้ความยินยอมให้เก็บรวบรวม ใช้ หรือเปิดเผยข้อมูลส่วน
บุคคลที่ไม่มีความจ าเป็น หรือเกี่ยวข้องกับการเข้าท าสัญญาหรือรับบริการใด ๆ กับบริษัท 

5. ข้อยกเว้นในการขอความยินยอมจากเจ้าของข้อมูล 

บริษัทจะต้องด าเนินการให้มีและด ารงไว้ซึ่งการจัดเก็บข้อมูลส่วนบุคคลที่ชอบด้วยกฎหมายและเป็นธรรม โดยจัดเก็บ
ข้อมูลเท่าที่จ าเป็นในการให้บริการตามวัตถุประสงค์ของบริษัท และตามที่กฎหมายก าหนด ทั้งนี้ บริษัทจะไม่เก็บรวบรวมข้อมูลสว่น
บุคคลโดยไม่ได้รับความยินยอมจากเจ้าของข้อมูลส่วน 
บุคคล เว้นแต่ 

5.1 เป็นการปฏิบัติตามกฎหมายของบริษัท เช่น กฎหมายว่าด้วยการคุ้มครองข้อมูลส่วนบุคคล กฎหมายว่าด้วยธุรกรรม
ทางอิเล็กทรอนิกส์ กฎหมายว่าด้วยการป้องกันและปราบปรามการฟอกเงิน เป็นต้น 

5.2 เพื่อป้องกันหรือระงับอันตรายต่อชีวิต ร่างกาย หรือสุขภาพของบุคคล 
5.3 เป็นการจ าเป็นเพื่อการปฏิบัติตามสัญญาซึ่งเจ้าของข้อมูลส่วนบุคคลเป็นคู่สัญญาหรือเพื่อใช้ในการด าเนินการตามค า

ขอของเจ้าของข้อมูลส่วนบุคคลก่อนเข้าท าสัญญานั้น 
5.4 เป็นการจ าเป็นเพื่อการปฏิบัติหน้าที่ในการด าเนินภารกิจเพื่อประโยชน์สาธารณะของผู้ควบคุมข้อมูลส่วนบุคคล หรือ

ปฏิบัติหน้าท่ีในการใช้อ านาจรัฐท่ีได้มอบให้แก่ผู้ควบคุมข้อมูลส่วนบุคคล 
5.5 เป็นการจ าเป็นเพื่อประโยชน์โดยชอบด้วยกฎหมายของผู้ควบคุมข้อมูลส่วนบุคคลหรือของบุคคลหรือนิติบุคคลอื่นที่

ไม่ใช่ผู้ควบคุมข้อมูลส่วนบุคคล เว้นแต่ประโยชน์ดังกล่าวมีความส าคัญน้อยกว่าสิทธิขั้นพื้นฐานในข้อมูลส่วนบุคคลของเจ้าของ
ข้อมูลส่วนบุคคล 

5.6 เพื่อให้บรรลุวัตถุประสงค์ที่เกี่ยวกับการจัดท าเอกสารประวัติศาสตร์หรือจดหมายเหตุเพื่อประโยชน์สาธารณะ หรือท่ี
เกี่ยวกับการศึกษาวิจัยหรือสถิติซึ่งได้จัดให้มีมาตรการปกป้องที่เหมาะสมเพื่อคุ้มครองสิทธิและเสรีภาพของเจ้าของข้อมูลส่วน
บุคคล ทั้งนี้ ตามที่จะได้มีประกาศที่เกี่ยวข้องซึ่งออกตาม พ.ร.บ.คุ้มครองข้อมูลส่วนบุคคลก าหนดต่อไป 

6. มาตรการรักษาความม่ันคงปลอดภัย 

บริษัทตระหนักถึงความส าคัญของการรักษาความมั่นคงปลอดภัยของข้อมูลส่วนบุคคล บริษัทได้ก าหนดให้มีมาตรการใน
การรักษาความมั่นคงปลอดภัยของข้อมูลส่วนบุคคลอย่างเหมาะสมและสอดคล้องกับการรักษาความลับของข้อมูลส่วนบุคคลเพื่อ
ป้องกันการสูญหาย การเข้าถึง ท าลาย ใช้ เปลี่ยนแปลง แก้ไขหรือเปิดเผยข้อมูลส่วนบุคคลโดยไม่มีสิทธิหรือโดยไม่ชอบด้วย
กฎหมาย ตลอดจนการป้องกันมิให้มีการน าข้อมูลส่วนบุคคลไปใช้โดยมิได้รับอนุญาต โดยเป็นไปตามประกาศบริษัทเรื่อง นโยบาย
การรักษาความมั่นคงปลอดภัยไซเบอร์ และสอดคล้องกับมาตรฐานความมั่นคงปลอดภัยสารสนเทศ ISO/IEC 27001 

ทั้งนี้ ข้อมูลส่วนบุคคลที่บริษัทได้รับมา เช่น ช่ือ อายุ ที่อยู่ หมายเลขโทรศัพท์ หมายเลขบัตรประชาชน ข้อมูลทางการเงิน 
บุคคลในครอบครัว เป็นต้น ซึ่งสามารถบ่งบอกตัวบุคคลของเจ้าของข้อมูลได้ และเป็นข้อมูลส่วนบุคคลที่มีความถูกต้องและเป็น
ปัจจุบัน จะถูกน าไปใช้ให้เป็นไปตามวัตถุประสงค์การด าเนินงานของบริษัท และภายใต้กฎหมายที่เกี่ยวข้องเท่านั้น และบริษัทจะ
ด าเนินมาตรการที่เหมาะสมเพื่อคุ้มครองสิทธิของเจ้าของข้อมูลส่วนบุคคล 
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การแจ้งเหตุการณ์ข้อมูลรั่วไหล บริษัทจะจัดให้มีมาตรการตรวจจับและรายงานเหตุการณ์การรั่วไหลของข้อมูลส่วนบุคคล 
หากพบเหตุการณ์ที่อาจส่งผลกระทบต่อสิทธิของเจ้าของข้อมูล บริษัทจะแจ้งให้ส านักงานคณะกรรมการคุ้มครองข้อมูลส่วนบุคคล
ทราบภายใน 72 ช่ัวโมง และแจ้งเจ้าของข้อมูลโดยไม่ชักช้า พร้อมระบุแนวทางการเยียวยา 

7. ข้อจ ากัดในการน าข้อมูลไปใช้ และคุณภาพของข้อมูล 

บริษัทจะไม่ใช้ หรือเปิดเผยข้อมูลส่วนบุคคลโดยไม่ได้รับความยินยอมจากเจ้าของข้อมูลส่วนบุคคลก่อน เว้นแต่เป็นข้อมูล
ส่วนบุคคลที่เก็บรวบรวมได้ตามข้อ 4 ของนโยบายฉบับนี้ หรือตามข้อก าหนดอื่นใดซึ่ง พ.ร.บ.คุ้มครองข้อมูลส่วนบุคคลได้ระบุไว้ 
โดยให้ความส าคัญกับความถูกต้อง ครบถ้วน และความเป็นปัจจุบันของข้อมูล 

บริษัทอาจใช้บริการงานสารสนเทศของผู้ให้บริการซึ่งเป็นบุคคลภายนอกเพื่อให้ด าเนินการเก็บรักษาข้อมูลส่วนบุคคล ซึ่งผู้
ให้บริการนั้นจะต้องมีมาตรการรักษาความมั่นคงปลอดภัย โดยห้ามด าเนินการเก็บรวบรวม ใช้ หรือเปิดเผยข้อมูลส่วนบุคคล
นอกเหนือจากที่บริษัทก าหนด ทั้งนี้ การด าเนินการดังกล่าวจะต้องอยู่ภายใต้ พ.ร.บ. คุ้มครองข้อมูลส่วนบุคคล 

8. ระยะเวลาในการเก็บรักษาและการท าลายข้อมูลส่วนบุคคล 

บริษัทจะเก็บรักษาข้อมูลส่วนบุคคลของเจ้าของข้อมูลตามระยะเวลาการจัดเก็บข้อมูลที่ได้มีการแจ้งให้เจ้าของข้อมูลได้
รับทราบ ตรวจสอบระยะเวลาการท าลายข้อมูลเป็นระยะ ๆ และเมื่อพ้นระยะเวลาดังกล่าวแล้ว บริษัทจะด าเนินการท าลายหรือท า
ให้ข้อมูลส่วนบุคคลนั้นไม่สามารถระบุตัวบุคคลผู้เป็นเจ้าของข้อมูลได้โดยทันที 

9. สิทธิเกี่ยวกับข้อมูลส่วนบุคคล 

 เจ้าของข้อมูลส่วนบุคคลมีสิทธิในการเพิกถอนความยินยอม สิทธิในการขอเข้าถึงข้อมูล สิทธิในการลบข้อมูล สิทธิในการ
ระงับการใช้ข้อมูล สิทธิในการให้โอนย้ายข้อมูล สิทธิในการคัดค้านการประมวลผลข้อมูลและขอรับส าเนาข้อมูลส่วนบุคคลที่
เกี่ยวกับตนซึ่งอยู่ในความรับผิดชอบของบริษัท หรือขอให้บริษัทเปิดเผยการได้มาซึ่งข้อมูลส่วนบุคคลดังกล่าวได้ตามหลักเกณฑแ์ละ
วิธีการที่บริษัทก าหนด รวมถึงสามารถขอแก้ไข เปลี่ยนแปลงข้อมูลให้ถูกต้องและเป็นปัจจุบันได้ ทั้งนี้ บริษัทอาจปฏิเสธค าขอของ
เจ้าของข้อมูลได้ตามที่กฎหมายก าหนดหรือตามค าสั่งศาล หากการใช้สิทธินั้นจะส่งผลกระทบท่ีอาจก่อให้เกิดความเสียหายต่อสิทธิ
และเสรีภาพของบุคคลอื่น 

10. เจ้าหน้าที่คุ้มครองข้อมูลส่วนบุคคลและพนักงาน 

บริษัทจะแต่งตั้งเจ้าหน้าที่คุ้มครองข้อมูลส่วนบุคคล (Data Protection Officer : DPO) เพื่อตรวจสอบการด าเนินการ
ของบริษัทที่เกี่ยวกับการเก็บรวบรวม ใช้ และเปิดเผยข้อมูลส่วนบุคคลให้สอดคล้องกับกฎหมายว่าด้วยการคุ้มครองข้อมูลส่วน
บุคคล รวมถึงกฎหมายที่เกี่ยวข้องกับการคุ้มครองข้อมูลส่วนบุคคล ทั้งนี้ บริษัทจะสนับสนุนการปฏิบัติหน้าท่ีของเจ้าหน้าท่ีคุ้มครอง
ข้อมูลส่วนบุคคลโดยจัดหาเครื่องมือหรืออุปกรณ์อย่างเพียงพอ รวมทั้งอ านวยความสะดวกในการเข้าถึงข้อมูลส่วนบุคคลเพื่อการ
ปฏิบัติหน้าท่ี  บริษัทมีการสื่อสารและส่งเสริมให้พนักงานทุกระดับได้รับการอบรมด้านการคุ้มครองข้อมูลส่วนบุคคลอย่างสม่ าเสมอ 
เพื่อสร้างจิตส านึกและวัฒนธรรมองค์กรที่เคารพสิทธิในข้อมูลส่วนบุคคลของลูกค้า คู่ค้า และพนักงาน  ทราบถึงผลกระทบต่อ
องค์กร หากไม่ปฏิบัติตาม พ.ร.บ.คุ้มครองข้อมูลส่วนบุคคล 

11. ความรับผิดชอบของบุคคลที่เกี่ยวข้องกับการรวบรวม จัดเก็บ ใช้ และเปิดเผยข้อมูลส่วนบุคคล 

บริษัทก าหนดให้ผู้ที่เกี่ยวข้องกับการรวบรวม จัดเก็บ ใช้ และเปิดเผยข้อมูลส่วนบุคคลของเจ้าของข้อมูลต้องให้
ความส าคัญและรับผิดชอบในการจัดเก็บและคุ้มครองข้อมูลสว่นบุคคลที่ตนจัดเก็บไว้และต้องปฏิบัติตามนโยบายการคุ้มครองข้อมลู
ส่วนบุคคลของบริษัทท่ีก าหนดไว้อย่างเคร่งครัด  
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12. ช่องทางการติดต่อสื่อสารกับผู้ควบคุมข้อมูลส่วนบุคคล  

 เจ้าของข้อมูลสามารถติดต่อสื่อสารกับบริษัทได้ตามช่องทาง ดังนี้ 
12.1 เจ้าหน้าท่ีคุ้มครองข้อมูลส่วนบุคคล (DPO) : นายพิธักษ์  ทาค า 
12.2 ส านักงานใหญ่ : บริษัท ศักดิ์สยามลิสซิ่ง จ ากัด (มหาชน)  เลขท่ี 49/47 ถนนเจษฎาบดินทร์  

ต าบลท่าอิฐ อ าเภอเมืองอุตรดิตถ์ จังหวัดอุตรดิตถ์ 53000 
12.3 โทรศัพท์ : 088-7764049, 065-4727093 
12.4 ไปรษณีย์อิเล็กทรอนิกส์ : dpo@saksiam.co.th 

13. การบังคับใช้ 

ในกรณีที ่พ.ร.บ.คุ้มครองส่วนบุคคลได้มีการแก้ไข หรือได้มีการประกาศก าหนดรายละเอียดในส่วนใดเพิ่มเติม ซึ่งขัดหรือ
แย้งโดยชัดแจ้งกับนโยบายฉบับนี้ หรืออาจส่งผลให้บริษัทหรือผู้ที่เกี่ยวข้องอาจเข้าข่ายเป็นผู้ฝ่าฝืน พ.ร.บ.คุ้มครองข้อมูลส่วนบุคคล 
ให้ พ.ร.บ.คุ้มครองข้อมูลส่วนบุคคล ในส่วนที่มีการแก้ไข และ/หรือประกาศหรือข้อก าหนดที่เกี่ยวข้องนั้นใช้บังคับแทนที่ในส่วนท่ี
ขัดหรือแย้งโดยชัดแจ้งดังกล่าว 

14. บทลงโทษ 

          การไม่ปฏิบัติตามนโยบายการข้อมูลส่วนบุคคล ส่งผลให้บริษัทและผู้กระท าการฝ่าฝืนต้องรับโทษทั้งทางแพ่ง อาญา และ
ปกครอง โดยมีบทลงโทษสูงสุดคือค่าปรับไม่เกิน 5,000,000 บาท และโทษจ าคุกไม่เกิน 1 ปี ทั้งนี้ ผู้ที่เกี่ยวข้องในการละเมิดข้อมูล
ส่วนบุคคลต้องรับผิดชอบต่อการกระท าและรับโทษตามพระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562 โดยคณะกรรมการ
บริหารเป็นผู้พิจารณา   

15. การทบทวนนโยบาย 

 ให้มีการทบทวนโยบายการคุ้มครองข้อมูลส่วนบุคคลและน าเสนอต่อคณะกรรมการบริษัทพิจารณาอนุมัติอย่างน้อยปีละ 
1 ครั้ง  

 โดยนโยบายการคุ้มครองข้อมูลส่วนบุคคล ได้รับการอนุมัติจากคณะกรรมการบริษัท ในการประชุมคร้ังที่ 8/2568 
เมื่อวันที่ 11 พฤศจิกายน 2568 

ประกาศ ณ วันท่ี  25 พฤศจิกายน 2568 
 
 
 

(นายศิวพงศ์  บุญสาลี) 
กรรมการผู้จดัการ  
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